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The  ‘Passwords’  Problem

• Expanding use of PCs for Personal data needing protection

• Most protected by  a User ID  and a Password

else by recognition  - Face, Voice, Finger Print  etc

• To beat Hackers,  complex and separate passwords needed 

• Difficulty remembering   IDs  and complex Passwords

• Need  a  Password manager  – to generate and store PSWs,

with Multi Device synchronisation



Password Manager  – Desired Functions

• Import  from existing Browsers (or other PSW Managers)

• PSW generation,  with User defined complexity  

• Two Factor  Authorisation (2FA)  – Email or Mobile Phone

• Browser Extensions  – for all common browsers

• Record other details  – eg. Credit Cards,  Bank details  

• Folder organisation of  PSWs

• Local storage  – for offline use  

• Multiple devices (Pc, Tablet, Phone)  and  OS

• Cloud storage  – for multi device synchronisation



Password  Managers

• Last Pass   - free + paid

• Dash Lane  – free (only 50 PSWs),  else paid

• KeePass  - (open source)

• 1Password  – no free version, only free trial

• Firefox Lockwise (new browser addition)

• Bitwarden (open source) 



Password  Manager  Comparisons
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CodeinWP Summary

https://www.codeinwp.com/blog/best-password-manager/



PSW  Manager  Summary

• Need to upgrade Password protection

• Seperate and complex PSWs needed

• Management tool needed

• Choose one,  anyone – better than none

• Bitwarden seems a great solution


