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East SIG Report – April 2022 

Host Paul Woolard opened the April meeting, again from home via Zoom. The first presentation 
of the night was by George Skarbek presenting his usual Q&A segment. This month there were 
only two questions, the first resulted in an interesting array of responses from our Zoom audience. 

Q. Has anyone heard of problems with Amazon Prime? I’ve had 3 strange items from Amazon 
Prime show up on my credit card. As I’ve had no previously dealings with Amazon Prime, I’ve 
had to cancel the credit card. Fortunately, I’ve been able to claim back the unwanted costs from 
my bank.  

 

Figure 1 – Amazon Prime 

A. [George] As you’ve had no previously dealings with Amazon Prime, I don’t know how they 
would have got your credit card. There have been a lot of scams lately involving Amazon 
Prime. My wife does not have an Amazon Prime account and she’s regularly receiving SMS 
messages saying that “your Amazon Prime account has been debited with $83.55 (or a similar 
amount). If you don’t want this to continue automatically, please click here and”. If she was to 
click as suggested, she’d be in real trouble. Each SMS message has a different contact number, 
so there’s no point in blocking the number. You also need to be careful when receiving emails 
asking similar type questions.  

 
[Reply] I definitely didn’t click here as the SMS suggested. I had 2 items debited for $6.99 
then a third soon after the first for $600.99. This has caused me no end of strife, sorting the 
bank out, cancelling the credit card and getting a new one. I’m still having problems as the 
original credit card automatically debits payment for a number of other services.  
 
[Audience] Have you contacted Amazon as that $600.99 charged to your account was 
obviously used by someone to buy something, which probably had to be delivered. Contact the 
Police with that information 
 
[Reply] I have the name, phone number and full address where the item was sent. I gave those 
details to my bank and they have duly credited the cost back to account.  

 
[George] I changed many of the regular payments such as Gas, Electricity, Water etc. that 
where previously linked to my credit card. I did this a few years back when my wife fell victim 
to such a scam. I now have these regular payments as a direct debit to my bank account. Now if 
I have to change my credit card, that removes all the problems of contacting each authority 
with the new credit card details.     
 
[Further audience responses to this issue]  

 I’d be more wary of using a debit card than a credit card. With a credit card you have some 
protection as the banks are more likely to chase up and refund payments.  If you use a 
debit card, it’s your money and the bank may be less interested in chasing up dodgy 
transactions. 
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 Bendigo Bank were very good when I had a similar problem with unknown payment from 
a debit card. They chased up a fraudulent debit and refunded my account. I believe it 
depends on the bank you’re with. 

 If your bank account number gets hacked from one of the places George mentioned, 
there’s a likelihood that the scammers can extract money from your bank account. I 
believe the credit card is the safest option.  

 I have two accounts with the bank. On the debit card account, I only keep enough to cover 
bills, and all my other cash goes in the other account.  

 I use PayPal as it reduces the risks outlined by others in the audience. PayPal stops people 
getting into my account, gives protection from when buying things online. 

 
 

Q. I keep getting emails from Microsoft stating they’ve received a request for a single use code. 
The emails state that if you didn’t request the code, you can ignore it. There’s no evidence that 
anyone is getting into my account as far as I can tell. However, I keep getting these emails, so 
should I be chasing it up?  

A. I can’t fully answer your question. If Microsoft say you can ignore it, but the emails keep 
coming, I’d create a rule in your email client, that emails from Microsoft with that subject are 
to be deleted. After that you won’t see the emails anymore. Most email clients have a junk or 
spam filter and that will get rid you of the problem emails. If it was something real, Microsoft 
would only send emails once or twice. 

[Audience member response] I assume you have changed your password on that account. (The 
reply was yes.) It’s possible that someone has got hold of your password and the double 
protection is the reason you’re getting the email messages from Microsoft. It seems to me 
someone is trying to get into that account and that’s why you’re getting the message coming 
through. 
 
 
Following Q&A, Trevor Hudson presented a video he’d prepared on how to cast a laptop to a 
smart TV. The video commences with Trevor outlining the two methods of connecting a laptop 
to a wireless display. Once the wireless connection is set, a list appears where the TV can be 
selected from a list of wireless devices. When the laptop connects to the TV, you select the 
projection mode. That then enables you to view the video on both screens simultaneously.  
 
Trevor’s video is available on YouTube by searching the title “Cast Laptop Screen to Smart 
TV” or use the link https://tinyurl.com/v84c43b6.   
 

 
  

Figure 2 – YouTube Video, Cast Laptop to Smart TV 



3 
 

The following presentation was by East SIG convener Paul Woolard. Paul played two 
YouTube videos by the same presenter (CyberCPU Tech), on Windows 11. The first video is 
titled “What Sucks in Windows 11” and can be viewed at https://tinyurl.com/m9jynneu. 
 
 

 
 

Figure 3 – YouTube Video, “What Sucks in Windows 11”. 
 
 
The first video outlines what the presenter “hates” about the current version of Windows 11. 
He does acknowledge that in time, many of the features he hates are likely to be rectified. I 
recommend MelbPC members watch the video, as the arguments for each of his criticisms of 
Windows 11 are demonstrated on screen. Below I’ve listed a summary of items from the video. 
 

 Hardware requirements - UEFI BIOS, TPM 2 & the arbitrary cut off, for required 
CPUs.  

 Complications setting your non-Microsoft default browser 

 The requirement that Home versions of Windows 11 must have a Microsoft account. 

 The lack of Task bar customisation.  

 Poor implementation (i.e. simplification) of the Start Menu.  

 Making things harder to do the same thing than in previous Windows versions, by 
requiring more clicks.  

 Windows settings is not as intuitive as Control Panel. Not all functions have been 
moved to the Settings menu. Control Panel is still necessary but inconvenient to find. 

 Unwanted Bloatware in Windows 11 and the Start menu. 

 Plagued with bugs since release 
 

 
The second video Paul played was again by CyberCPU Tech titled “What is Great in Windows 
11” at (https://tinyurl.com/2p845aan). This video gives the opposing view of Windows 11. 
 
Below is a summary of the opposing view, which outlines the features the presenter thinks are 
“pretty amazing” about Windows 11. Surprisingly, the added security provided by Windows 11 
was not on the list   Again, it is worth viewing the video to hear and see the arguments for each 
listed item. 
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Figure 4 – YouTube Video, “What is Great in Windows 11”. 
 

 Polished User Interface. 

 Improvements to the Windows 11 Settings menu, but different to Win 10 in the right 
spots. 

 Implementation of multiple desktops 

 Ability to opening a Windows Terminal window from within File Explorer, and in the 
directory being viewed 

 Opening different Terminal windows within the Terminal 

 The Windows subsystem for Linux 
 
 
Neil Muller 


